Anexa nr.1 la Contractul de sprijin financiar

**INSTRUCȚIUNI**

**CU PRIVIRE LA PRELUCRAREA DATELOR CU CARACTER PERSONAL**

**Părţi contractante:**

**1.** Municipiul Baia Mare,cu sediul în Baia Mare, str. Gheorghe Şincai, nr. 37, jud. Maramureş, telefon 0262211001, fax 0262212332, având CIF 3627692, cont RO96 TREZ 4362 4670 259X XXXX, deschis la Trezoreria Baia Mare, reprezentat prin Dr. ec. Cătălin Cherecheş, având funcţia de Primar, în calitate de *Autoritate Finanţatoare*

**şi**

**2.** Beneficiarul finanţării ..................., cu sediul în localitatea ....................................., cod fiscal .................., Cod IBAN .............................. deschis la ........................., reprezentată prin .................. având funcția de .................. şi ......................, responsabil financiar, în calitate de *Beneficiar al Finanţării*

**I. Context normativ**

* Regulamentul UE 679/27-apr-2016 privind protecţia persoanelor fizice în ceea ce priveşte prelucrarea datelor cu caracter personal şi privind libera circulaţie a acestor date şi de abrogare a Directivei 95/46/CE (Regulamentul general privind protecţia datelor).
* Legea 190/2018 privind măsuri de punere în aplicare a Regulamentului (UE) 2016/679 al Parlamentului European şi al Consiliului din 27 aprilie 2016 privind protecţia persoanelor fizice în ceea ce priveşte prelucrarea datelor cu caracter personal şi privind libera circulaţie a acestor date şi de abrogare a Directivei 95/46/CE (Regulamentul general privind protecţia datelor)
* Ordonanţei Guvernului nr. [82/2001](file:///\\\\server\\borderouri\\Local%20Settings\\Temporary%20Internet%20Files\\Content.IE5\\Local%20Settings\\Temporary%20Internet%20Files\\Content.IE5\\Local%20Settings\\Temporary%20Internet%20Files\\Content.IE5\\Local%20Settings\\My%20Documents%202010\\Culte\\Culte2008%20on%20Ong1c\\Culte2008\\Ghid%20finantare%20culte\\00050977.htm) privind stabilirea unor forme de sprijin financiar pentru unităţile de cult aparţinând cultelor religioase recunoscute din România, aprobate prin H.G. nr. 1470/2002,republicată cu modificările şi completările ulterioare;
* Hotărârea Guvernului nr. [1470/2002](file:///C:\Documents%20and%20Settings\timea\sintact%203.0\cache\Legislatie\temp262850\00157987.htm) privind aprobarea [Normelor metodologice](file:///C:\\Documents%20and%20Settings\\timea\\sintact%203.0\\cache\\Legislatie\\temp262850\\00157988.htm" \o "pentru aplicarea prevederilor Ordonanţei Guvernului nr. 82/2001 privind stabilirea unor forme de sprijin financiar pentru unităţile de cult aparţinând cultelor religioase recunoscute din România - Republicare (act publicat in M.Of. 541 din 27-aug-2013)) pentru aplicarea prevederilor Ordonanţei Guvernului nr. [82/2001](file:///C:\\Documents%20and%20Settings\\timea\\sintact%203.0\\cache\\Legislatie\\temp262850\\00158537.htm" \o "privind stabilirea unor forme de sprijin financiar pentru unităţile de cult aparţinând cultelor religioase recunoscute din România - Republicare (act publicat in M.Of. 601 din 26-sep-2013)) privind stabilirea unor forme de sprijin financiar pentru unităţile de cult aparţinând cultelor religioase recunoscute din România, republicată cu modificările şi completările ulterioare;
* Legea nr. 489/28 decembrie 2006 privind libertatea religioasă şi regimul general al cultelor, republicată;
* Legea 273/2006 privind finanţele publice locale cu modificările şi completările ulterioare;
* Legea nr. 70/2015 pentru întărirea disciplinei financiare privind operațiunile de încasări și plăți în numerar și pentru modificarea și completarea Ordonanței de urgență a Guvernului nr. 193/2002 privind introducerea sistemelor moderne de plată cu modificările şi completările ulterioare; ,
* Legea nr. 82/1991 a contabilității, republicată;
* O.U.G. nr. 57/2019 privind Codul administrativ.

**II. Punerea în aplicare a Regulamentului (UE) 679/2016**

i. În derularea contractului de sprijin financiar, încheiat între Părţi, având ca obiect alocarea unui sprijin financiar de către Municipiul Baia Mare, de la bugetul local pe anul ..........................................., conform cererii de solicitare, Părţile ajung să facă schimb de date şi informaţii, care constituite date cu caracter personal, în conformitate cu prevederile art. 4 alin. (1) *GDPR.*

ii. În realizarea operaţiunii de prelucrare a datelor cu caracter personal, Autoritatea şi Beneficiarul acţionează în calitate de Operator, în cazul Autorităţii respectiv în calitate de Persoană Împuternicită de Operator, în cazul Beneficiarului, cu privire la datele cu caracter personal indicate la cap. V lit. i) din Prezentul Contract.

iii. În realizarea operaţiunii de prelucrare a datelor cu caracter personal,Autoritatea şi Beneficiarul acţionează în calitate de Operatori Independenţi, în ceea ce priveşte datele cu caracter personal indicate la cap. V lit. i) din Prezentul Contract. Raportat la aceste date cu caracter personal, fiecare Parte va determina scopul şi mijloacele de prelucrare necesare aducerii la îndeplinire a contractului principal, în conformitate cu legislaţia aplicabilă.

iv. În vederea punerii în aplicare a Regulamentului (UE) 679/2016, s-a convenit încheierea prezentului Contract care stabileşte cadrul în care operează schimbul de date cu caracter personal dintre Părţi şi defineşte principiile şi procedurile pe care Părţile trebuie să le respecte precum şi drepturile/obligaţiile care le sunt recunoscute/le incumbă Părţilor în temeiul *GDPR*.

**III. Definiţii**

**Autoritatea Naţională de Supraveghere a Protecţiei Datelor cu Caracter Personal (ANSPDCP) –** reprezintă autoritatea publică centrală autonomă instituită în România cu competență generală în domeniul protecției datelor cu caracter personal.

**Date cu caracter personal (DCP)** **-** înseamnă orice informații privind o persoană fizică identificată sau identificabilă ("persoana vizată"); o persoană fizică identificabilă este o persoană care poate fi identificată, direct sau indirect, în special prin referire la un element de identificare, cum ar fi un nume, un număr de identificare (ex. CNP, serie şi număr carte de identitate sau paşaport etc), date de localizare, un identificator online, sau unul sau mai multe elemente specifice proprii identității sale fizice, fiziologice, genetice, psihice, economice, culturale sau sociale.

**Încălcarea securităţii datelor cu caracter personal**- înseamnă o încălcare a securităţii care duce, în mod accidental sau ilegal, la distrugerea, pierderea, modificarea, sau divulgarea neautorizată a datelor cu caracter personal transmise, stocate sau prelucrate într-un alt mod, sau la accesul neautorizat la acestea

**Operator -** înseamnă persoana fizică sau juridică, autoritatea publică, agenţia sau alt organism care, singur sau împreună cu altele, stabileşte scopurile şi mijloacele de prelucrare a datelor cu caracter personal; atunci când scopurile şi mijloacele prelucrării sunt stabilite prin dreptul Uniunii sau dreptul intern, operatorul sau criteriile specifice pentru desemnarea acestuia pot fi prevăzute în dreptul Uniunii sau în dreptul intern.

**Persoană împuternicită de operator** - înseamnă persoana fizică sau juridică, autoritatea publică, agenţia sau alt organism care prelucrează datele cu caracter personal în numele operatorului.

**Persoană vizată** – înseamnă persoana fizică ale cărei date cu caracter personal sunt prelucrate.

**Prelucrare** - înseamnă orice operațiune sau set de operațiuni efectuate asupra datelor cu caracter personal, cu sau fără utilizarea de mijloace automatizate, cum ar fi colectarea, înregistrarea, organizarea, structurarea, stocarea, adaptarea sau modificarea, extragerea, consultarea, utilizarea, divulgarea prin transmitere, diseminarea sau punerea la dispoziţie în orice alt mod, alinierea sau combinarea, restricţionarea, ştergerea sau distrugerea.

**IV. Obiect**

i. Prezentul Contract este încheiat în vederea respectării principiului transparenţei privind prelucrarea datelor cu caracter personal.

ii. Schimbul de date cu caracter personal între Părţi, în virtutea contractului principal încheiat, este guvernat de termenii şi condiţiile prezentului Contract. În cazul oricăror neconcordanţe între prevederile prezentului Contract şi prevederile Contractului Principal, prezentele prevederi se vor aplica cu prioritate.

iii. Părţile în vederea executării obiectului prezentului Contract vor respecta Principiile de prelucrare a datelor cu caracter personal astfel cum acestea sunt menţionate în cuprinsul Cap. II, art. 5 din *GDPR*, prelucrând datele cu caracter personal:

a) în mod legal, echitabil şi transparent faţă de persoana vizată

b) în scopuri determinate, explicite şi legitime şi nu sunt prelucrate ulterior într-un mod incompatibil cu aceste scopuri

c) în mod adecvat, relevant şi limitat la ceea ce este necesar în raport cu scopurile în care sunt prelucrate.

d) cu asigurarea că datele cu caracter personal care sunt inexacte, sunt şterse sau rectificate fără întârziere.

e) într-o formă care permite identificarea persoanelor vizate, pe o perioadă care nu depăşeşte perioada necesară îndeplinirii scopurilor în care sunt prelucrate datele. Cu titlu de excepţie, datele cu caracter personal pot fi stocate pe perioade mai lungi în măsura în care acestea vor fi prelucrate exclusiv în scopuri de arhivare în interes public, în scopuri de cercetare ştiinţifică sau istorică ori în scopuri statistice.

f) într-un mod care asigură securitatea adecvată a datelor cu caracter personal, inclusiv protecţia împotriva prelucrării neautorizate sau ilegale şi împotriva pierderii, a distrugerii sau a deteriorării accidentale, prin luarea de măsuri tehnice sau organizatorice corespunzătoare.

**V. Categorii de persoane vizate şi tipul de datele cu caracter personal prelucrate.**

i. Autoritatea Finanţatoare, în calitate de operator de date cu caracter personal, prelucrează cu titlu general următoarele categorii de date cu caracter personal: nume, prenume, adresă de e-mail, număr de telefon, CNP, date bancare, date financiare, acte de studii (diplome) care pot aparţine reprezentantului Beneficiarului, ori după caz, partenerilor Beneficiarului cu care cel din urmă colaborează.

În temeiul contractului principal încheiat Autoritatea Finanţatoare are acces şi la datele cu caracter personal ale echipei responsabile de derularea proiectului din cadrul Beneficiarului, constând în nume, prenume, funcţie, număr de telefon, semnătură respectiv datele din cuprinsul CV-ului în cazul coordonatorului de proiect, suplimentar faţă de cele indicate în cazul coordonatorului de proiect se prelucrează inclusiv, data naşterii, cetăţenia, starea civilă, adresa de domiciliu, adresă de e-mail, date privind studiile.

De asemenea Autoritatea Finanţatoare prelucrează şi alte categorii de date cu caracter personal aparţinând reprezentantului Beneficiarului ori după caz, Partenerului Beneficiarului din cuprinsul următoarelor documente:

a) cerere pentru acordarea sprijinului financiar

b) declaraţia pe proprie răspundere

c) avizul unității de cult

d) autorizația de construcție (daca este cazul)

e) avizul de specialitate pentru monumentele istorice (daca este cazul)

f) devizul lucrărilor rămase de executat

g) autorizația Comisie de pictură bisericească (dacă este cazul)

h )adeverință IBAN

i) copie CIF

ii. Beneficiarul în calitate de persoană împuternicită de operator, prelucrează următoarele categorii de date cu caracter personal, aparţinând persoanelor vizate mai jos identificate:

a) Datele cu caracter personal ale primarului Municipiului Baia-Mare, constând în: nume, prenume, semnătură, funcţie

b) Datele cu caracter personal care aparţin altor funcţionari din cadrul Primăriei Baia Mare şi figurează în cuprinsul contractului principal încheiat constând în: nume, prenume, semnătură, funcţie.

c) Orice alte date cu caracter personal, care se circumscriu noţiunii descrise la art. 4 alin. (1) din *GDPR* şi care apar menţionate în cuprinsul contractului principal sau a actelor puse la dispoziţie de către Autoritate.

**VI. Scopul prelucrării datelor cu caracter personal.**

i. Autoritatea prelucrează datele cu caracter personal în scopul principal al încheierii şi executării contractului principal având ca obiect alocarea unui sprijin financiar de către Municipiul Baia Mare, de la bugetul local pe anul ............................................., conform cererii de solicitare, respectivîn vederea gestionării şi derulării relaţiilor contractuale dintre Părţi.

ii. Autoritatea prelucrează datele cu caracter personal în vederea aducerii la îndeplinire a unor obligaţii legale care îi revin potrivit actelor normative în vigoare precum şi în vederea îndeplinirii unei sarcini care serveşte unui interes public.

iii. Beneficiarul prelucrează datele cu caracter personal în scopul încheierii şi executării contractului principal respectiv în vederea gestionării şi derulării relaţiilor contractuale dintre Părţi.

**VII. Realizarea operaţiunii de prelucrare a datelor cu caracter personal**

i. Părţile sunt exclusiv responsabile să se asigure că datele cu caracter personal aflate sub controlul fiecăreia sunt prelucrate legal. În nicio situaţie, răspunderea Autorităţii nu se va întinde asupra operaţiunilor de prelucrare realizate de Beneficiar.

ii. Beneficiarul este exclusiv responsabil de asigurarea transmiterii unei notificării privind prelucrarea datelor cu caracter personal, către personalul său angajat, către membrii din cadrul echipei de proiect, respectiv către orice persoană ale cărei date cu caracter personal sunt divulgate Autorităţii în contextul încheierii Contractului Principal. Notificarea va cuprinde într-o manieră explicită informaţiile şi condiţiile relevante prevăzute în prezentul Contract, va fi transmisă anterior încheierii prezentului Contract, prin utilizarea unor canale de comunicare adecvate.

iii. Cererile în materia protecţiei datelor cu caracter personal formulate de către angajaţii/ membrii din cadrul echipei de proiect ai Beneficiarului, se vor adresa celui din urmă. În măsura în care o atare cerere/sesizare/reclamţie este înaintată Autorităţii acesta o va transmite de îndată spre soluţionare Beneficiarul. În această din urmă situaţie, la cererea Beneficiarului, Autoritatea va putea să acorde suport celui dintâi în vederea facilitării soluţionării cererii persoanei vizate.

iv. Fiecare Parte se obligă ca personalul său angajat precum şi orice altă persoană care se află sub autoritatea sa şi care are acces sau este autorizată să prelucreze/ verifice datele cu caracter personal care aparţin sau sunt deţinute de cealaltă Parte respectă prevederile prezentului contract, are cunoştinţă de prevederile *GDPR* şi se obligă să le respecte.

v. Beneficiarul se obligă să prelucreze datele cu caracter personal cu respectarea întocmai a instrucţiunilor stabilite de Operator. Operator îşi rezervă dreptul de a modifica, în mod unilateral, instrucţiuniile, respectiv dreptul de a stabili noi instrucţiuni în vederea prelucrării datelor cu caracter personal.

vi. Prin excepţie, Beneficiarul are dreptul de a refuza o instrucţiune privind prelucrarea datelor cu caracter personal, în măsura în care, constată că aceasta încalcă prevederile GDPR, având obligaţia de a informa de îndată Operatorul cu privire la acest aspect.

vii. Beneficiarul se obligă să prelucreze datele cu caracter personal într-o manieră adecvată și atentă, cu respectarea scopului determinat de către Operator, indicat la cap. VI din prezentul contract.

viii. Beneficiarul răspunde faţă de Operator, terţii destinatari, autorităţile publice ori alte terţe părţi pentru prelucrarea care a fost efectuată în alte scopuri decât cele stabilite de prezentul Contract.

viv. Beneficiarii se obligă să încheie cu angajaţii care au acces la datele cu caracter personal prelucrate în temeiul contractului principal de prestări servicii încheiat cu Operatorul, acte adiţionale cu privire la păstrarea confidenţialităţii informaţiilor şi a asigurării protecţiei datelor cu caracter personal prelucrate. Contractul astfel încheiat, trebuie să cuprindă clauze contractuale care să confere o protecţie a datelor cu caracter personal cel puţin similară cu cea recunoscută în temeiul prezentul Contract. La cerere scrisă a Operatorului, Beneficiarul are obligaţia de a pune la dispoziţia celui dintâi actele adiţionale astfel încheiate, în scopul verificării îndeplinirii prezentei obligaţii.

vv. Beneficiarul, ori după caz, angajaţii Beneficiarului se obligă să nu dezvăluie, furnizeze sau pună la dispoziţie datele cu caracter personal de care au cunoştinţă în temeiul contractului principal de prestări servicii încheiat cu Operatorul, unor terțe persoane, cu excepția cazurilor în care, există o instrucţiune expresă a Operatorului sau o obligație legală în acest sens.

vvi. Beneficiarul se obligă să răspundă în scris şi fără întârzieri nejustificate oricărei solicitari, întrebări sau cereri, în ceea ce priveşte datele cu caracter personal prelucrate, formulate de Operator. Informaţiile solicitate vor fi puse la dispoziţia Operatorului în mod gratuit.

vvii. În toate cazurile Beneficiarul se obligă să respecte prevederile art. 28 *GDPR* şi să ajute Operatorul să asigure respectarea obligaţiilor prevăzute la articolele 32-36 *GDPR.*

vviii. Beneficiarul se obligă ca şi după încetarea prezentului Contract sau a contractului de prestări servicii încheiat cu Operatorul, independent de mod, pe o perioadă de cel puţin 3 ani, să păstreze secretul şi confidenţialitatea cu privire la datele cu caracter personal de care a luat cunoştinţă în executarea serviciului contractat.

**VIII. Obligaţia de cooperare a Părţilor.**

i. Părţile, la cerere, îşi vor pune la dispoziţie reciproc informaţii necesare şi utile şi vor coopera în cazul unui control, audit sau inspecţie realizată de către Autoritatea de Supraveghere, pentru a oferi asigurări că îşi respectă obligaţiile legale în materia protecţiei datelor cu caracter personal precum şi a obligaţiilor asumate în temeiul prezentului Contract.

ii. Părţile îşi asigură sprijin reciproc în vederea furnizării informaţiilor necesare privind prelucrarea datelor cu caracter personal în contextul prezentului Contract, în măsura în care aceste informaţii trebuie raportate unei instituţii publice/autorităţi/oricărei alte persoane faţă de care dispoziţiile legale stabilesc o atare obligaţie.

**IX. Măsuri tehnice şi organizatorice adoptate.**

i. Luând în considerare natura, scopul, contextul și scopurile prelucrării, precum și existenţa unor riscuri cu privire la drepturile și libertățile persoanelor vizate, Părţile vor implementa măsuri tehnice și organizatorice adecvate pentru a asigura și a demonstra că prelucrarea este efectuată în conformitate cu *GDPR.*

ii. Părţile se obligă să asigure măsuri de protecţie împotriva prelucării neautorizate sau ilegale şi împotriva pierderii, deteriorării ori distrugerii accidentale sau intenţionate a datelor cu caracter personal.

iii. Beneficiarul se obligă să pună la dispoziţia Autorităţii toate informațiile, documentele necesare pentru a demonstra respectarea dispoziţiilor prezentului Acord. Cheltuielile cu privire la furnizarea informaţiilor şi a documentelor necesare cad în sarcina Beneficiarului.

iv. Autoritatea, în baza unei notificări scrise transmise în prealabil Beneficiarului, va avea dreptul să efectueze inspecţii/ audituri/ controale la sediul celui din urmă, în vederea verificării modului de aducere la îndeplinire a obligaţiilor decurgând din prezentul Contract. Dacă cu ocazia inspecţiei/auditului se constată încălcarea de către Beneficiar a oricăreia dintre obligaţiile stabilite în temeiul prezentului Contract, Beneficiarul va avea obligaţia de a remedia de îndată deficienţele/neconformităţile/încălcările semnalate, ţinând cont şi de recomandările Autorităţii. Remedierea încălcărilor nu impietează asupra dreptului Autorităţii de a pretinde daune-interese în vederea recuperării prejudiciului cauzat.

v. Beneficiarul se obligă ca toate documentele care conţin date cu caracter personal şi se găsesc în format fizic, urmează a fi păstrate în locuri securizate, ţinute sub cheie sau carduri cu cip, deţinute de un număr limitat de persoane, astfel încât riscul cu privire la accesul neautorizat, pierdere al datelor, modificare sau copiere neautorizată să fie redus la minim.

vi. Părţile se asigură că toate datele cu caracter personal deţinute în format electronic sunt securizate în mod corespunzător.

**X. Încălcarea securităţii datelor cu caracter personal**

i. În toate cazurile în care oricare dintre Părţi suspectează/ observă o încălcare a securităţii datelor cu caracter personal divulgate, transmise, comunicate de către cealaltă parte, aceasta are obligaţia de a notifică în scris partea deţinătoare a datelor, în cel mai scurt termen posibil de la data luării la cunoştinţă de respectiva încălcare.

ii. Într-o atare situaţie, fiecare Parte are obligaţia de a efectua şi trimite celeilalte Părţi o documentaţie scrisă, care să cuprindă, în măsura în care sunt cunoscute, informaţii precum:

a. caracterul încălcării securităţii datelor.

b.categoriile de date şi persoane vizate cu privire la care s-a produs încălcarea.

c.descrierea tipului de prejudiciu şi ale consecinţelor cu privire la protecţia datelor cu caracter personal.

d.o descriere a măsurilor adoptate sau propuse în vederea diminuării prejudicul cauzat ca urmare a încălcării securităţii datelor și a minimizării/ atenuării a posibilelor efecte negative cauzate.

e.măsurile care vor fi avute în vedere pentru a se asigura o îmbunătăţile a mijloacelor de protecţie în scopul evitării încălcării securităţii datelor.

iii. Părţile au obligaţia, ca în situaţiile în care constată o încălcare a prevederilor prezentului Acord sau a dispoziţiilor legislaţiei aplicabile în materia protecţiei datelor cu caracter personal, să informeze în prealabil cealaltă parte, în vederea încercării găsirii unor măsuri efective care să contribuie la diminuarea, înlăturarea consecinţelor negative produse, anterior formulării oricărei plângeri, sesizări ori pretenţii în faţa unei autorităţi ori a unei terţe persoane.

**XI. Drepturile persoanelor vizate**

i. Părţile asigură respectarea următoarelor drepturi recunoscute în temeiul *GDPR:*

**Dreptul la informare** – care reprezintă dreptul de a fi informat cu privire la identitatea operatorului, scopul în care se face prelucrarea datelor, destinatarii sau categoriile de destinatari ai datelor, existenţa drepturilor prevăzute de GDPR şi condiţiile în care pot fi exercitate efectiv aceste drepturi.

**Dreptul de acces**- reprezintă dreptul de a obține confirmarea faptului că datele persoanei vizate sunt sau nu sunt prelucrate și dreptul de acces la aceste date, cu excepția situației în care aceste cereri/solicitări sunt repetitive sau făcute cu vădită rea-credință;

**Dreptul la rectificare** – reprezintă dreptul de a solicita rectificarea datelor personale care sunt inexacte;

**Dreptul la ştergerea datelor ("dreptul de a fi uitat")** – care reprezintă dreptul la ștergerea datelor în condiţiile în care prelucrarea nu a fost legală sau în alte cazuri prevăzute de lege (spre exemplu atunci când datele nu mai sunt necesare în raport cu scopul pentru care au fost procesate). Cu toate acestea, ștergerea datelor nu poate avea loc atunci când prelucrarea datelor are loc în baza legii sau pentru îndeplinirea unei sarcini executate în interes public sau în cadrul exercitării unei autorităţi oficiale cu care este învestit operatorul.

**Dreptul la restricționarea prelucrării** – reprezintă dreptul de a solicita restricționarea prelucrării în cazul în contestaţi exactitatea datelor, precum și în alte cazuri prevăzute de lege;

**Dreptul la opoziție** – reprezintă dreptul persoanei vizate de a se ocpune în orice moment, din motive întemeiate şi legitime, unei prelucrări a datelor sale cu caracter personal cu excepţia cazurilor în care există dispoziţii legale contrare sau când prelucrarea are ca ca temei o obligaţie legală a operatorului;

**Dreptul la portabilitatea datelor** – reprezintă dreptul de a primi datele personale care au fost furnizate, într-un format care poate fi citit automat sau dreptul de a solicita ca respectivele date să fie transmise altui operator;

**Notă!** Exercitarea dreptului la portabilitatea datelor este asigurată sub rezerva incidenţei temeiurilor de prelucrare a datelor descrise în cuprinsul art. 20 *GDPR.*

**Dreptul de a depune plângere** – reprezintă dreptul de a formula o plângere față de modalitatea de prelucrare a datelor personale la Autoritatea Natională de Supraveghere a Prelucrării Datelor cu Caracter Personal sau dreptul de a formula o acţiune în faţa instanțelor judecătoreşti.

**XII. Transparenţa informaţiilor, a comunicărilor şi a modalităţilor de exercitare a drepturilor persoanei vizate**

i. Părţile iau măsuri adecvate pentru a furniza persoanei vizate orice informaţii într-o formă concisă, transparentă, inteligibilă şi uşor accesibilă, utilizând un limbaj clar şi simplu. Informaţiile se furnizează în scris sau prin alte mijloace, inclusiv, atunci când este oportun, în format electronic.

ii. Anterior furnizării informaţiilor solicitate, Părţile îşi rezervă dreptul de a verifica identitatea persoanei solicitante, prin orice formă pe care o consideră oportună. În măsura în care există un dubiu cu privire identitatea persoanei solicitante, Părţile îşi rezervă dreptul de a refuza punerea la dispoziţie a informaţiilor solicitate, indicând în acest sens şi motivele pe care îşi întemeiază refuzul.

iii. Părţile furnizează persoanei vizate informaţii privind acţiunile întreprinse în urma unei cereri în temeiul articolelor 15-22 *GDPR*, fără întârzieri nejustificate şi în orice caz în cel mult o lună de la primirea cererii. Această perioadă poate fi prelungită cu două luni atunci când este necesar, ţinându-se seama de complexitatea şi numărul cererilor. Părţile informează persoana vizată cu privire la orice astfel de prelungire, în termen de o lună de la primirea cererii, prezentând şi motivele întârzierii. În cazul în care persoana vizată introduce o cerere în format electronic, informaţiile sunt furnizate în format electronic acolo unde este posibil.

iv. În principal, Părţile furnizează informaţiile solicitate în mod gratuit. Cu toate acestea, în cazul în care cererile din partea unei persoane vizate sunt în mod vădit nefondate sau excesive, în special din cauza caracterului lor repetitiv, Părţile pot:

a) fie să perceapă o taxă rezonabilă ţinând cont de costurile administrative pentru furnizarea informaţiilor sau a comunicării sau pentru luarea măsurilor solicitate;

b) fie să refuze să dea curs cererii.

**XIII. Divulgarea datelor cu caracter personal**

i. Părţile se obligă să nu transmită, divulge, să confere acces datelor cu caracter personal prelucrate în temeiul prezentului Contract unor terţe persoane neautorizate.

ii. În toate cazurile, Părţile se obligă să limiteze accesul la datele cu caracter personal prelucrate în temeiul prezentului Contract, doar acelor persoane care au o nevoie rezonabilă de a lua cunoştinţă de acestea, fie în temeiul îndeplinirii obiectului contractului, fie în vederea îndeplinirii unor obligaţii contabile sau/şi fiscale, fie în temeiul altor cazuri justificate.

iii. În vederea respectării pct. ii., Beneficiarul se obligă să nu aducă la cunoştinţă datele cu caracter personal prelucrate în temeiul prezentului Contract decât acelor persoane faţă de care există o necesitate justificate de divulgare. Când există un dubiu asupra necesităţii aducerii la cunoşinţă a datelor, la solicitarea Autorităţii, Beneficiarul va trebui să justifice în scris celei dintâi motivele care au stat la baza divulgării. În toate cazurile, Beneficiarul va divulga datele cu caracter personal doar acelor persoane care sunt ţinute printr-un Acord să respecte obligaţii care asigure o protecţie cel puţin similară cu obligaţiile decurgând din cuprinsul prezentului Contract.

iv. Autoritatea va putea transmite datele cu caracter personal în temeiul prezentului Contract, la nivel interdepartamental, Departamentelor respectiv Direcţiilor de specialitate din cadrul Primăriei Baia Mare, în toate cazurile în vederea respectării scopurilor descrise la cap. VI, pct. i), ii).

v. Restricţiile prevăzute în cuprinsul prezentului capitol, nu se aplică în cazurile în care divulgarea datelor cu caracter personal se impune ca urmare a unei obligaţii legale care îi incumbă părţii sau în cazurile în care solicitarea de divulgare a datelor cu caracter personal provine din partea unei autorităţi ori organism cu privire la care legea prevede obligativitatea divulgării datelor cu caracter personal (cu titlu exemplificativ indicăm, instanţele judecătoreşti, Curtea de Conturi, etc.)

vi. În toate cazurile, fiecare Parte va depune eforturi rezonabile pentru a divulga doar informaţiile care sunt strict necesare, în măsura permisă de legile și reglementările aplicabile.

**XIV. Stocarea datelor cu caracter personal**

i. Autoritatea stochează datele cu caracter personal prelucrate în temeiul prezentului Contract atât în format material cât şi în format electronic, accesul fiind restricţionat persoanelor care au o nevoie rezonabilă de a lua la cunoştinţă de aceste date.

ii. Autoritatea se obligă să stocheze datele cu caracter personal prelucrate în temeiul prezentului Contract cu respectarea termenului de păstrare indicat în cuprinsul Nomenclatorului de Arhivare, respectiv pe întreaga perioadă de timp necesară în vederea aducerii la îndeplinire a unor obligaţii legale contabile/fiscale/financiare etc.

iii. Beneficiarul, la încheierea raporturilor contractuale, independent de mod, îşi asumă obligaţia că va returna, distruge, şterge, toate datele cu caracter personal divulgate sau de care au luat la cunoștință în executarea contractului principal, precum și copiile, materiale ori documentele care privesc aceste date personale, confirmând acest aspect în scris, cu excepția situaţiilor în care în care există un interes legitim ori o obligaţie legală în păstrarea acestor date, total sau partial, ulterior acestui moment ( spre exemplu, în vederea exercitării unor clauze contractuale care potrivit naturii lor, îşi produc efectele şi ulterior încetării raporturilor juridice dintre părţi, sau în vederea soluţionării unor litigii născute între părţi pe cale jurisdicţională). În acest caz, Beneficiarul garantează că va asigura confidențialitatea acestora pe perioada strict necesară exercitării interesului legitim sau a obligaţiei impuse de lege.

**XV. Răspunderea Părţilor**

i. În cazul încălcării de către Părţi, a obligaţiilor prevăzute de *GDPR* precum şi a celor stabilite în temeiul prezentului Contract, fiecare Parte se obligă să reparare prejudiciul cauzat în limitele stabilite de Regulament şi de legislaţia internă.

ii. Beneficiarul este pe deplin răspunzător faţă de Autoritate, pentru modalitatea de aducere la îndeplinire a obligaţiilor, în materia protecţiei datelor cu caracter personal, de către personalul său angajat sau/şi de către orice altă persoană care efectuează operaţiuni de prelucrare a datelor în temeiul prezentului Contract şi se găseşte sub autoritatea sa.

**XVI.** **Clauze finale**

i. Părţile îşi însuşesc toate clauzele uzuale ori neuzuale din prezentul acord în temeiul art. 1203 Cod. civ.

ii. Prezentul Contract va fi guvernat, interpretat şi pus în executare în conformitate cu legislaţia în vigoare din România.

iii. Eventualele litigii între Părţi cu privire la prezentul Contract vor fi rezolvate pe cale amiabilă între Părţi.

iv. În cazul în care soluţionarea eventualelor litigii nu este posibilă pe cale amiabilă, se va recurge la concursul instanţelor de judecată din circumscripţia teritorială a sediului Autorităţii.

v. Orice modificări aduse prezentei Anexe la Contract trebuie făcute în scris, putând fi efectuate numai prin încheierea unui act adițional semnat de către ambele părţi.

vi. În cazul în care una sau mai multe prevederi din cuprinsul prezentului Contract, este anulabilă, lovită de nulitate sau de o altă cauză de ineficacitate, parţial sau în întregime, validitatea celorlalte prevederi nu va fi afectată.

Finanţator: Beneficiar:

Municipiul Baia Mare Unitatea de cult

Primar Preot paroh

\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_